
As the frequency and financial impacts of cyberattacks escalate, 
organizations need a partner with deep cybersecurity experience to 
ensure they are prepared to respond quickly and effectively when 
incidents such as Business Email Compromises (BEC) occur.

Tevora and Abnormal Security  have teamed up to become the resource 
to help assess companies looking to increase their security posture 
and help mitigate risk. Our experience collaborating with organizations 
in various verticals has aided in minimizing reputational and financial 
damage associated with BEC attacks.

According to the FBI’s Internet Crime Complaint Center (IC3), BEC is one 
of the most financially damaging forms of cybercrime. In 2022, the IC3 
received 21,832 BEC complaints with adjusted losses of over $2.7 billion.
BEC is a sophisticated scam targeting both businesses and individuals 
performing transfers of funds. The average reported loss per BEC incident 
was approximately $120,074. 

The Tevora and Abnormal Security Assessment includes; 

Analysis by our security experts can begin immediately and drastically 
reduce the discovery and containment of a BEC attack. The end result 
leaves you with more understanding of your email security posture and a 
stronger email infrastructure.

Business Email Compromise Security Assessment
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Step 1: Deployment  
•	 One-click installation under 15 minutes
•	 Implement the read-only solution 

with no impact to existing email 
infrastructure and mail flow

Step 2: Assess and Analyze 
•	 Accessibility to entire product with 

dashboard reporting
•	 Average assessment uncovers 125 

advanced attacks per 1,000 mailboxes
•	 Identify VIPs and most targeted 

employees to reduce risk

Step 3: Results
•	 Identify key areas of concern
•	 Label and group VIPs and other high 

risk users
•	 Pinpoint users with or without multi-

factor authentication
•	 Receive a set of recommended 

remediations to enhance overall 
security posture

Assessment Methodology

Set up in 15 minutes or less 

Requires zero lift from your team 

Creates zero risk to your current infastructure 

Shows historical lookback data



AUTHORIZED ASSESSOR:

ACHIEVED ACCREDITATIONS:

PCI DSS QSA
PCI PA-DSS QSA
3DS ASSESSOR
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Reduce Exposure and Enhance Security Posture
When companies are well-prepared for cyberattacks, the financial 
impacts of these incidents are reduced or avoided entirely, which 
reduces the average dollar amount of a BEC.

Your Trusted Partners
The alliance between Tevora & Abnormal Security allows our 
specialists from both teams to work side-by-side together with insured 
clients to ensure they are ready for anything attackers may throw at 
them.

Tevora is a specialized management consultancy 
focused on cyber security, risk, and compliance services. 
Our combination of collaborative strategic planning and 
skillful execution make us a trusted partner to some of 
the most famous brands in the world. 

Go forward. We’ve got your back.

Go forward. We’ve got your back. 
We live in a digital world, and 
your customers trust you to keep 
their information safe. We make 
it our responsibility to equip you 
with the information, tools, and 
guidance you need to stay out 
of the headlines [and get back to 
business]. 

Eyes on the future. 
Tevora takes a long-term outlook 
and proactive approach to every 
engagement. We combine our 
technical knowledge with practical 
business acumen to produce and 
execute strategies that fortify your 
organization’s assets and build a 
foundation for the future. 

Audit Standards 
Our MBAs and CISSPs can help 
your organization assess and test 
against PCI DSS, PA-DSS, SSF, 
HITRUST, ISO 27001, STAR, SOC I, 
SOC II, MPAA and more. 

ABNORMAL AUTHORIZED PARTNER


